В настоящее время участились случаи мошенничества с применением банковских карт.

При этом необходимо учитывать, что для перевода денег с вашей пластиковой карты, мошенникам достаточно знать номер карты и CVS (последние три цифры с обратной стороны карты), которые им, как правило, сообщают сами пострадавшие.

К примеру, на телефон потенциальной жертвы приходит смс о выигрыше ноутбука с просьбой перезвонить по телефону для получения приза. В последствии ей предлагают перевести стоимость ноутбука на пластиковую карту. Для этого мошенники просят сообщить номер карты и CVS. После получения указанных данных денежные средства снимаются с банковского счета.

При краже, либо утери телефона или SIM-карты, к которой привязана банковская карта, мошенники способны также с легкостью получить доступ к интернет-банку и осуществить перевод денежных средств на любой счет.

Если вы не используете SIM-карту в течение определенного времени, оператор вправе перепродать номер другому абоненту. А если к этому номеру привязана ваша банковская карта, то новый владелец сможет получить доступ к вашему счету.